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tzgesetz)*

Frage Antwort des Herstellers

Bitte beschreiben Sie die Art der vom 

verbundenen Produkt generierten Daten 

(z. B. Sensorwerte, Protokolle, vom 

Benutzer eingegebene Informationen).

Geräteinformationen: Umfasst 

technische Spezifikationen und 

Kennungen, einschließlich Build-

Informationen, Softwareversion, CA-

Modulstatus, Systemintegrität und 

Überwachungsprotokolle. 

Benutzereinstellungen und -

präferenzen: Profileinstellungen, KI-

gesteuerte Konfigurationen und 

benutzerspezifische Präferenzen. 

Audiovisuelle Einstellungen: 

Anpassungen in Bezug auf Ton- 

und Bildqualität. Anwendungs- und 

Inhaltsnutzung: Verwendung 

installierter Apps, Durchsuchen von 

Inhalten und Medienzugriffsmuster. 

Kanal- und 

Eingangsquellenaktivität: 

Informationen zu Kanaleinstellung, 

externen Eingängen und Interaktion 

mit Live- oder geplanten Inhalten. 

Menü- und Suchinteraktion: 

Benutzerverhalten in Menüs und 

Suchaktivitäten. Strom- und 

Betriebszustände: Statusdaten wie 

Ein-/Ausschalten, Warnungen bei 

niedrigem Batteriestand und 

allgemeine 

Gerätestatusänderungen. 

Fernbedienungs- und 

Eingangsnutzung: Erfasst, wie 

Benutzer per Fernbedienung, USB-

Anschlüssen und Bluetooth-Geräten Bitte geben Sie das Format der Daten an 

(CSV, JSON, XML, proprietär).

Daten können je nach Anwendung 

und Dienst in verschiedenen 

Formaten gespeichert werden, 

darunter CSV, JSON, XML oder 

proprietäre Formate.

Offenlegung gemäß EU-Datenschutzgesetz

Wir, Sharp, als Hersteller des angegebenen Produkts, bestätigen, dass die in der folgenden 

Offenlegungstabelle dargestellten Informationen korrekt sind und der oben genannten EU-Verordnung 

entsprechen.

Datentyp und -

format

3(2)(ab)

1. Produktbeschreibung:

2. Name und Anschrift des 

Herstellers:                 

Sharp Google TV

Sharp Consumer Electronics Poland sp. z oo Ostaszewo 57B, 87-148 

Łysomice, Polen

3. Geltende EU-

Verordnung:



Bitte schätzen Sie das pro 

Tag/Woche/Monat generierte 

Datenvolumen.

Je nach Benutzeraktivität kann das 

Produkt mehrere Megabyte Daten 

pro Woche generieren

Ist das vernetzte Produkt in der Lage, 

kontinuierlich und in Echtzeit Daten zu 

generieren? (Ja/Nein, bitte erläutern)

Ja

Wo werden die Daten gespeichert (auf 

dem Gerät, auf einem Remote-Server, 

hybrid)?

Hybrid, einige Daten werden auf 

dem Gerät und einige auf dem 

Server gespeichert

Wie lange ist die Datenaufbewahrung 

vorgesehen?

Die Aufbewahrungsfristen variieren 

je nach Datentyp. Persönliche 

Informationen oder 

benutzergenerierte Inhalte können 

auf Benutzeranfrage manuell 

gelöscht werden.

Wenn es sich bei der Aufbewahrungsfrist 

nicht um eine feste, sondern um eine 

angenommene Frist handelt, erläutern 

Sie bitte die Grundlage für diese 

Annahme.

Die Aufbewahrungsrichtlinien 

entsprechen Artikel 5(1)(e) DSGVO 

(Datenminimierung und 

Speicherbegrenzung).

Wer ist der Inhaber der generierten Daten 

(Organisation, Unternehmen oder 

Drittpartei)?

Bestimmt durch die 

Benutzerdatenrichtlinie

Kontrolliert eine andere Stelle als die 

oben genannte den Zugriff auf die Daten?

NEIN

Hat Sharp Consumer Electronics Poland 

Sp. z oo Zugriff auf die generierten 

Daten?

NEIN

Wie kann der Benutzer auf die 

generierten Daten zugreifen, sie abrufen 

oder löschen?

Endbenutzer können ihre Daten 

verwalten, indem sie eine Anfrage 

über das auf der Website des 

Herstellers verfügbare Formular 

einreichen: 

https://www.sharpconsumer.com/da

ta-access-request/

Kann der Benutzer direkt auf die Daten 

zugreifen, sie abrufen oder löschen?

Gemäß den Anforderungen des EU-

Datenschutzgesetzes werden vor 

dem 12.09.2026 Mechanismen zur 

direkten Verwaltung von 

Benutzerdaten entwickelt.

Welche technischen Mittel (API, 

Dashboard, Dateiexporttool) stehen zur 

Verfügung, um auf die Daten zuzugreifen, 

sie abzurufen oder zu löschen?

Gemäß den Anforderungen des EU-

Datenschutzgesetzes werden vor 

dem 12.09.2026 Mechanismen zur 

direkten Verwaltung von 

Benutzerdaten entwickelt.

Sind diese Mittel maschinenlesbar und 

interoperabel?

Mechanismen zur Verwaltung von 

Benutzerdaten werden gemäß den 

Anforderungen des EU-

Datenschutzgesetzes vor dem 

12.09.2026 entwickelt.

Basieren sie auf offenen Standards? Mechanismen zur Verwaltung von 

Benutzerdaten werden gemäß den 

Anforderungen des EU-

Datenschutzgesetzes vor dem 

12.09.2026 entwickelt.
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Welche Nutzungsbedingungen gelten für 

den Zugriff, die Abfrage oder die 

Löschung der Daten?

Bestimmt durch die 

Benutzerdatenrichtlinie, 

veröffentlicht unter folgendem Link: 

https://www.sharpconsumer.com/pri

vacy-policies/.

Gibt es Kosten (Gebühren) oder 

Bedingungen?

Kostenlos

Wie häufig werden die Mechanismen 

zum Zugriff, Abrufen und Löschen von 

Daten aktualisiert? Werden Benutzer 

über Änderungen bei der 

Datenverarbeitung informiert?

Dieses Update wird automatisch 

durchgeführt, mit regelmäßigen TV 

SW-Update

Welche Service-Levels (Verfügbarkeit, 

Betriebszeit, Support) gelten beim Zugriff 

auf, Abrufen oder Löschen von Daten?

Service-Levels werden durch das 

Service Level Agreement (SLA), die 

Servicebedingungen und die 

Datenschutzrichtlinie definiert

Wie schnell werden Anfragen von 

Benutzern erfüllt?

Bezogen auf die Details der 

Anfragen

Gibt es Notfallmaßnahmen für den Fall, 

dass Systeme nicht verfügbar sind?

Ja

Ist das Produkt mit zusätzlichen digitalen 

Diensten verknüpft (z. B. mobile 

Anwendungen, Cloud-Plattformen, 

Analysesysteme)?

Ja

Wer ist der Dienstleister für die damit 

verbundenen Dienstleistungen?

Anwendungen von Drittanbietern

Werden zugehörige Servicedaten an 

andere Unternehmen weitergegeben?

NEIN

Verfügt der Diensteanbieter bei der 

Verfolgung seiner eigenen 

Datenverarbeitungszwecke über eine 

Rechtsgrundlage für die Verarbeitung 

personenbezogener Daten der Nutzer 

gemäß den Anforderungen der Artikel 6 

und 9 der DSGVO? Wenn ja, geben Sie 

bitte an, um welche Rechtsgrundlagen es 

sich handelt.

Die Drittanbieter-App erhält 

regelmäßig Anfragen von 

Regierungen und Gerichten auf der 

ganzen Welt zur Offenlegung von 

Benutzerdaten. Der Respekt für die 

Privatsphäre und Sicherheit der von 

Ihnen gespeicherten Daten ist die 

Grundlage unseres Ansatzes zur 

Erfüllung dieser rechtlichen 

Anfragen.

Allgemein 1, 3(1) Gibt es in Ihrer Organisation eine 

benannte Person, die für die Einhaltung 

der durch das EU-Datenschutzgesetz 

(Verordnung (EU) 2023/2854) 

eingeführten Verpflichtungen 

verantwortlich ist? Wenn ja, geben Sie 

bitte die Kontaktdaten an.

Offizieller Compliance-Vertreter von 

Sharp, autorisierte Person, E-Mail-

Adresse: 

DataAccessRequest@sharpconsu

mer.eu

Name des Lieferanten: Sharp Consumer Electronics 

Poland Sp. z oo

Vertretungsberechtigter: Kamil Gorczyca

Position: Zertifizierungsspezialist

* Verordnung (EU) 2023/2854 des Europäischen Parlaments und des Rates vom 13. Dezember 2023 über 

harmonisierte Vorschriften für den fairen Zugang zu Daten und ihre faire Nutzung sowie zur Änderung der 

Verordnung (EU) 2017/2394 und der Richtlinie (EU) 2020/1828 (Datengesetz)
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Datum: 29.09.2025

                    Unterschrift:










