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Frage Antwort des Herstellers

Bitte beschreiben Sie die Art der vom 

verbundenen Produkt generierten 

Daten (z. B. Sensorwerte, Protokolle, 

vom Benutzer eingegebene 

Informationen).

Smart-TV- und Netzwerkdaten 

(Informationen und Kennungen in Bezug 

auf Ihr Gerät und Ihre 

Netzwerkverbindung, wie in der 

Datenschutzerklärung des TiVo Smart 

TV-Dienstes näher angegeben) App-

Nutzungsdaten (Daten in Bezug auf die 

Nutzung von TiVo-basierten Apps, wie in 

der Datenschutzerklärung des jeweiligen 

TiVo-bezogenen Dienstes näher 

angegeben) Dienstnutzungsdaten 

(Daten über Ihre Nutzung und 

Interaktion mit TiVo OS oder Autostage 

Video (sofern zutreffend), einschließlich 

Interaktionen mit Schnittstellen, Menüs 

und Funktionen, wie in der 

Datenschutzerklärung des jeweiligen 

TiVo-bezogenen Dienstes näher 

angegeben) Sprachbefehl-/Suchdaten 

(wenn Sie diese Funktion aktivieren, wie 

in der Datenschutzerklärung des 

jeweiligen TiVo-bezogenen Dienstes 

näher angegeben) https://xperi.com/eu-

data-act-disclosure/

Bitte geben Sie das Format der Daten 

an (CSV, JSON, XML, proprietär).

JSON Für Lösch- und Zugriffsanfragen 

wird XML verwendet.

Bitte schätzen Sie das pro 

Tag/Woche/Monat generierte 

Datenvolumen.

Das generierte Datenvolumen hängt von 

der Art und Häufigkeit Ihrer Nutzung 

Ihres Smart-TVs ab.

Ist das vernetzte Produkt in der Lage, 

kontinuierlich und in Echtzeit Daten zu 

generieren? (Ja/Nein, bitte erläutern)

Ja. Die Daten werden in Echtzeit 

generiert. Die Häufigkeit der 

Datengenerierung hängt von der 

Häufigkeit Ihrer Nutzung Ihres Smart-

TVs ab.

Offenlegung gemäß EU-Datenschutzgesetz

Wir, Sharp, als Hersteller bestimmter Produkte, bestätigen, dass die in der nachstehenden 

Offenlegungstabelle enthaltenen Informationen korrekt sind und der oben genannten EU-Verordnung 

entsprechen.

Datentyp und -

format

3(2)(ab)

1. Produktbeschreibung:

2. Name und Anschrift des 

Herstellers:                 

Sharp Tivo-Fernseher

Sharp Consumer Electronics Poland sp. z oo Ostaszewo 57B, 87-148 Łysomice, 

Polen

3. Geltende EU-

Verordnung:



Wo werden die Daten gespeichert (auf 

dem Gerät, auf einem Remote-Server, 

hybrid)?

AWS-Cloud.

Wie lange ist die Datenaufbewahrung 

vorgesehen?

Variiert. Weitere Informationen zu den 

Datenaufbewahrungsfristen finden Sie in 

der Datenschutzerklärung des TiVo 

Smart TV-Dienstes.

Wenn es sich bei der 

Aufbewahrungsfrist nicht um eine 

feste, sondern um eine angenommene 

Frist handelt, erläutern Sie bitte die 

Grundlage für diese Annahme.

n / A

Wer ist der Inhaber der generierten 

Daten (Organisation, Unternehmen 

oder Drittpartei)?

TiVo Platform Technologies LLC

Kontrolliert eine andere Stelle als die 

oben genannte den Zugriff auf die 

Daten?

Ja.

Hat Sharp Consumer Electronics 

Poland Sp. z oo Zugriff auf die 

generierten Daten?

NEIN.

Wie kann der Benutzer auf die 

generierten Daten zugreifen, sie 

abrufen oder löschen?

Derzeit durch Einreichen einer Anfrage 

über das Webformular für Anfragen 

betroffener Personen. Der Link dazu 

finden Sie in unserer 

Datenschutzrichtlinie und auf unserer 

Website.

Kann der Benutzer direkt auf die Daten 

zugreifen, sie abrufen oder löschen?

Derzeit nicht. Wir arbeiten an der 

Entwicklung der entsprechenden Mittel. 

Der aktuelle Prozess basiert auf dem 

OneTrust-Webformular.

Welche technischen Mittel (API, 

Dashboard, Dateiexporttool) stehen 

zur Verfügung, um auf die Daten 

zuzugreifen, sie abzurufen oder zu 

löschen?

Dateiexport nach dem OneTrust-

Prozess, bei dem die Person das 

OneTrust-Webformular ausfüllt. Auf dem 

Weg zum direkten Zugriff.

Sind diese Mittel maschinenlesbar und 

interoperabel?

Ja.

Basieren sie auf offenen Standards? Ja.

Welche Nutzungsbedingungen gelten 

für den Zugriff, die Abfrage oder die 

Löschung der Daten?

n. z. Wir entwickeln Mittel für den 

direkten Zugriff/die Löschung.

Gibt es Kosten (Gebühren) oder 

Bedingungen?

n. z. Wir entwickeln Mittel für den 

direkten Zugriff/die Löschung.

Wie häufig werden die Mechanismen 

zum Zugriff, Abrufen und Löschen von 

Daten aktualisiert? Werden Benutzer 

über Änderungen bei der 

Datenverarbeitung informiert?

n. z. Wir entwickeln Mittel für den 

direkten Zugriff/die Löschung.

Welche Service-Levels (Verfügbarkeit, 

Betriebszeit, Support) gelten beim 

Zugriff auf, Abrufen oder Löschen von 

Daten?

n. z. Wir entwickeln Mittel für den 

direkten Zugriff/die Löschung.
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Wie schnell werden Anfragen von 

Benutzern erfüllt?

Derzeit 45 Tage (entsprechend unserem 

Verfahren zur Anforderung von 

Datensubjekten). Wir entwickeln Mittel 

für den direkten Zugriff/die Löschung.

Gibt es Notfallmaßnahmen für den 

Fall, dass Systeme nicht verfügbar 

sind?

n. z. Wir entwickeln Mittel für den 

direkten Zugriff/die Löschung.

Ist das Produkt mit zusätzlichen 

digitalen Diensten verknüpft (z. B. 

mobile Anwendungen, Cloud-

Plattformen, Analysesysteme)?

n. z. TiVo OS ist ein zugehöriger Dienst.

Wer ist der Dienstleister für die damit 

verbundenen Dienstleistungen?

n. z. TiVo OS ist ein zugehöriger Dienst.

Werden zugehörige Servicedaten an 

andere Unternehmen weitergegeben?

n. z. TiVo OS ist ein zugehöriger Dienst.

Verfügt der Diensteanbieter bei der 

Verfolgung seiner eigenen 

Datenverarbeitungszwecke über eine 

Rechtsgrundlage für die Verarbeitung 

personenbezogener Daten der Nutzer 

gemäß den Anforderungen der Artikel 

6 und 9 der DSGVO? Wenn ja, geben 

Sie bitte an, um welche 

Rechtsgrundlagen es sich handelt.

Ja. Berechtigte Interessen und 

Einwilligung.

Allgemein 1, 3(1) Gibt es in Ihrer Organisation eine 

benannte Person, die für die 

Einhaltung der durch das EU-

Datenschutzgesetz (Verordnung (EU) 

2023/2854) eingeführten 

Verpflichtungen verantwortlich ist? 

Wenn ja, geben Sie bitte die 

Kontaktdaten an.

Offizieller Compliance-Vertreter von 

Sharp, autorisierte Person, E-Mail-

Adresse: 

DataAccessRequest@sharpconsumer.e

u

Name des Lieferanten: Sharp Consumer Electronics Poland Sp. 

z oo

Vertretungsberechtigter: Kamil Gorczyca

Position: Zertifizierungsspezialist

Datum: 29.09.2025

                           Unterschrift:

* Verordnung (EU) 2023/2854 des Europäischen Parlaments und des Rates vom 13. Dezember 2023 über 

harmonisierte Vorschriften für den fairen Zugang zu Daten und ihre faire Nutzung sowie zur Änderung der 

Verordnung (EU) 2017/2394 und der Richtlinie (EU) 2020/1828 (Datengesetz)
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